Can you tell the difference between a legitimate email and a fake? Responding to a scam email can mean stolen University credentials, hacked accounts, or even compromised research data. Think before you click a link or respond to an email with your personal information.

Email addresses that aren't @northwestern.edu

Incorrect Branding

Obvious typos or grammatical errors

Unsolicited requests for NetID passwords or other personal information

URLs that don't include northwestern.edu (hover your mouse over the link to see where it really goes!)

Received a questionable email? Send it to security@northwestern.edu.

Learn more at it.northwestern.edu/security/phishing/