The following phishing email was received by members of the Northwestern community on or around February 14, 2013. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

From: Christopher Bifulco [Link Intentionally Removed by NUIT]
Sent: Wednesday, February 13, 2013 11:22 PM
Subject: WEBMASTER EMAIL ACCOUNT UPGRADE

WEBMASTER EMAIL ACCOUNT UPGRADE

Information Technology Services (ITS) are currently updating our new website accounts. This will provide you the ability to store a greatly increased amount of e-mail correspondence in your e-mail account and also reduce spam emails that is received in your email on the daily basis. Your account has been selected, as one of the accounts that are to be upgraded. Please click the link below and follow the instruction to upgrade your email account

CLICK HERE: [Link Intentionally Removed by NUIT]

The new minimum quota level for e-mail accounts will be set to 2 G.

© Copyright 2012 | WEBMASTER EMAIL HELP DESK • • ALL RIGHTS RESERVED.

!!! WARNING !!!
Do not respond to Emails Instructing you to send your email password as this is a phishing attempt. Failure to log out will allow others to access your account. Closing the browser window does NOT log you out properly. To log out, please click one of the "Log out" icons in the browser window.