The following phishing email was received by members of the Northwestern community on or around August 1, 2013. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: Helen Smith (link intentionally removed by NUIT)
Sent: Wednesday, July 31, 2013 11:47 PM
Subject: IT Helpdesk: Mailbox Quote Full

Dear user,

Your mailbox is almost full. Please click on the link below to verify your location and enable us increase your Webmail storage space.

Your Webmail Account will be suspended within 48 hours, if verification is not done.

Thank you for your cooperation.

IT Helpdesk