The following malicious email was received by members of the Northwestern community on or around August 12, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

---

Sent: Monday, August 12, 2013 6:43 AM
Subject: CONFIRM YOUR WEBMAIL IDENTITY

A DGTFX virus has been detected in your folders. Your Email Account has to be upgraded to our new Secured DGTFX anti-virus 2013 version to prevent damages to our web mail log and your important files. To upgrade, click or copy the link below to upgrade your account.

Click here: > *(Link Removed by NUIT)*

Note: Your web-mail account will automatically be upgraded, But if you refuses to upgrade we will terminate your email account to avoid spread of the virus.
This service will continue to enhance your security system from Malicious program of any kind. You security and satisfaction is our concern.
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