The following malicious email was received by members of the Northwestern community on or around August 20, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Sent: Tuesday, August 20, 2013 9:52:04 AM
Subject: ATTENTION!

Attention: Webmail User,

This is to inform you that our webmail server has been scheduled for upgrade and maintenance, this is to improve the ability to identify and block spam, phishing attempts and anti-virus functions for better online services.

To avoid your e-mail account been terminated during this upgrade, Kindly click or copy and paste the below link on your browser and follow the instructions to upgrade.

CLICK HERE: (Link Removed by NUIT)

Your Email access will be disable if you fail to comply with the above.

We do apologize for any inconvenience caused.

Thanks
System Administrator