The following phishing email was received by members of the Northwestern community on or Around October 1, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

Sent: Tuesday, October 01, 2013 12:59 PM
Subject: [SPAM]Upgrade Alert!

This Email is sent from your IT Service Help Desk, we are conducting an upgrade in all Outlook Web Access,

all users are to verify his/her account for upgrade. CLICK HERE to go to verification page.

Failure to verify your account will render your mailbox account in-active from our database. Thank you for your understanding.
IT Service Help Desk.