The following phishing email was received by members of the Northwestern community on or around October 25, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUII Communications YouTube Channel for more information on how to spot phishing email scams.

Date: October 25, 2013 at 6:31:59 PM EDT
Subject: System Helpdesk

We have temporarily limited all access to sensitive account features in your mailbox. In order to restore your full email access, you need to Copy/click below link to fill the re-activation form.

(URL intentionally removed by NUII)

System Helpdesk

NOTICE: The information contained in this e-mail may contain confidential and/or proprietary information intended only for the use of the Individual(s) or Entity(ies) named above. If you are not the intended recipient of this e-mail, or the employee or agent responsible for delivering this e-mail to the intended recipient, you are hereby notified that any unauthorized use, dissemination or copying of this e-mail is strictly prohibited. If you have received this e-mail in error, notify the sender by replying to this message and delete the e-mail from your system. When responding to this communication, remember that it could be lost in transit and viewed by a party other than the addressee.