The following phishing email was received by members of the Northwestern community on or around November 7, 2013. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: Johnson.Christie (link intentionally removed by NUIT)
Sent: Wednesday, November 06, 2013 3:02 PM
Subject: Warning: Mailbox Quote

Dear user,

Your mailbox is almost full. Please click on the link below (link intentionally removed by NUIT) to verify your location and enable us increase your Webmail storage space to 1.5GB.

![Increase Storage]

Your Webmail Account will be suspended within 48 hours, if verification is not done.

Thank you for your cooperation.
IT Helpdesk

CONFIDENTIALITY NOTICE: The information transmitted in this e-mail message, including any attachments, is for the sole use of the intended recipient(s) or entity to which it is addressed and may contain confidential, privileged, and/or proprietary information. Any unauthorized review, retransmission, use, disclosure, dissemination, or other use of, or taking any action in reliance upon this information by persons or entities other than the intended recipient is prohibited. If you are not the intended recipient, you are hereby notified that any reading, dissemination, distribution, copying, or other use of this message or its attachments is strictly prohibited. If you have received this message in error, please notify the sender immediately by reply e-mail, or by calling (478) 633-7272, and destroy the original message, attachments, and all copies thereof on all computers and in any other form. Thank you. The Medical Center Of Central Georgia. (link intentionally removed by NUIT)