Would This Message Fool You?

Rogue antivirus scams can appear as popups in your browser and threaten the security of your computer.

Follow these three steps to protect your system:

1) **Don't Click!** Clicking the “X” or “Cancel” in the popup window can give it access to your system.

2) **Close Your Web Browser.** This will protect you from accidentally activating the fake scan.

3) **Contact Tech Support.** If you notice any unusual behavior in your browser or your computer, contact your local technical support or the NUIT Support Center at 847-491-HELP (4357).

Find more safe browsing tips at [www.it.northwestern.edu/security/browsing.html](http://www.it.northwestern.edu/security/browsing.html)