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Today’s Agenda

- What are the challenges?
- What is Data Loss Prevention (DLP)?
- How does DLP address key challenges?
- Why Symantec DLP and how does it work?
DLP is Imperative

Insiders and partners cause most breaches
- Insiders make mistakes handling data
- Broken business processes increase risk

88% of breaches

Compliance mandates data protection
- Increased focus on data privacy
- Need to demonstrate data controls

81% of companies breached were not PCI compliant

More complex threats to your data
- External threats target high value data
- Limited visibility of where data is

$6.7 million average cost of a breach
### DLP is the Cornerstone of Security

- **Protect the Infrastructure**: Symantec Protection Suites
- **Develop and Enforce IT Policies**: Symantec Control Compliance Suite
- **Protect Information Proactively**: Symantec Data Loss Prevention
- **Manage Security Efficiently**: Altiris Management Suite
What is Data Loss Prevention?

Where is your confidential data?
How is it being used?
How best to prevent its loss?

DATA LOSS PREVENTION (DLP)
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Key DLP Capabilities

**DISCOVER**
- Find data wherever it is stored
- Create inventory of sensitive data
- Manage data clean up

**MONITOR**
- Understand how data is being used
- Understand content and context
- Gain visibility into policy violations

**PROTECT**
- Proactively secure data
- Prevent confidential data loss
- Enforce data protection policies

**MANAGE**
- Define unified policy across enterprise
- Remediate and report on incidents
- Detect content accurately
How It Works

**DISCOVER**
- Identify scan targets
- Run scan to find sensitive data on network & endpoint

**MONITOR**
- Inspect data being sent
- Monitor network & endpoint events

**PROTECT**
- Block, remove or encrypt
- Quarantine or copy files
- Notify employee & manager

**MANAGE**
- Enable or customize policy templates
- Remediate and report on risk reduction

This diagram outlines the processes of discover, monitor, protect, and manage to safeguard data.
Strategic DLP Requirements

Product: Proven to work and covers all threats.
- Validated as the “strongest overall enterprise DLP capability”
- Comprehensive coverage, measurable risk reduction

Experience: Successful customers in your industry.
- Proven deployment methodology developed over 7 years
- The largest number of dedicated DLP experts

Leadership: What’s the most widely used solution?
- Over 300 customers – 31 of the FORTUNE 100
- Continue to innovate and anticipate customer demands
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Symantec Data Loss Prevention Architecture
DLP for Storage – Use Cases

- SECURED CORPORATE LAN
- MTA or Proxy
- DMZ
- SPAN Port or Tap
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DLP – E-Discovery

- Use Cases
Fix Broken Business Processes
500k Personal Records on Open Share

Find it. Fix it.
Remove from open share and leave a file marker.
DLP for Network – Use Cases
Protect Competitive Advantage
Unencrypted product design documents sent to a partner

Larry,

I need to get feedback to our engineers early tomorrow. Can you review the latest diagram, and send me your notes today? I'm looking for good feedback, here as we go to production at the end of the week.

Thank you,
Joe
Protect Competitive Advantage
Unencrypted product design documents sent to a partner

Educate users with automated email.
Protect intellectual property.

Please note, IT Security will be sent a notification that this e-mail was sent, and the incident will be reviewed.

Please feel free to contact IT Security at 212-555-1234 or itsecurity@acme.com if you have any questions or concerns.

Thank you,

Corporate IT Security
DLP for Endpoint – Use Cases
Fix Exposed Data on a Desktop
Call center records improperly stored on an Endpoint

<table>
<thead>
<tr>
<th>ACCTID</th>
<th>CONS_ENAME</th>
<th>CONS_LNAME</th>
<th>CONS_CCARD</th>
<th>EXP_DATE</th>
<th>PHON</th>
</tr>
</thead>
<tbody>
<tr>
<td>30000</td>
<td>NATALIE</td>
<td>WALDMAN</td>
<td>5484-7483-2643-7478</td>
<td>October-08</td>
<td>(592)</td>
</tr>
<tr>
<td>30001</td>
<td>DAMION</td>
<td>GWIN</td>
<td>5431-9805-4424-2325</td>
<td>October-09</td>
<td>(489)</td>
</tr>
<tr>
<td>30002</td>
<td>AGNES</td>
<td>QUINN</td>
<td>5431-1111-1111-1111</td>
<td>January-09</td>
<td>(644)</td>
</tr>
<tr>
<td>30003</td>
<td>JAMES</td>
<td>CHARTIER</td>
<td>4223-4789-5293-4876</td>
<td>April-09</td>
<td>(515)</td>
</tr>
<tr>
<td>30006</td>
<td>JEFF</td>
<td>BURNS</td>
<td>5467-9823-8776-2143</td>
<td>October-09</td>
<td>(337)</td>
</tr>
<tr>
<td>30008</td>
<td>JACQUELINE</td>
<td>McMLLAN</td>
<td>4367-8967-1876-9318</td>
<td>March-08</td>
<td>(839)</td>
</tr>
<tr>
<td>30100</td>
<td>HAROLD</td>
<td>HALL</td>
<td>5484-7483-2643-7478</td>
<td>May-08</td>
<td>(830)</td>
</tr>
<tr>
<td>30111</td>
<td>MIKE</td>
<td>LEFEBRE</td>
<td>5498-0423-4892-3491</td>
<td>February-09</td>
<td>(506)</td>
</tr>
<tr>
<td>30114</td>
<td>TRACIE</td>
<td>BROWN</td>
<td>5431-9805-4424-2325</td>
<td>May-08</td>
<td>(830)</td>
</tr>
<tr>
<td>30116</td>
<td>JOHN</td>
<td>HOOVER</td>
<td>5498-0423-4892-3434</td>
<td>October-08</td>
<td>(671)</td>
</tr>
<tr>
<td>30118</td>
<td>STUART</td>
<td>GAMBLE</td>
<td>6011-8633-8823-0232</td>
<td>January-09</td>
<td>(862)</td>
</tr>
<tr>
<td>30212</td>
<td>PRISCILLA</td>
<td>NEACE</td>
<td>5498-0423-4892-3442</td>
<td>July-11</td>
<td>(725)</td>
</tr>
<tr>
<td>30226</td>
<td>RUTH</td>
<td>MCDERMOTT</td>
<td>5129-8883-3214-3752</td>
<td>March-08</td>
<td>(962)</td>
</tr>
<tr>
<td>30320</td>
<td>CHARLES</td>
<td>THORTON</td>
<td>6011-7772-2992-9887</td>
<td>May-08</td>
<td>(958)</td>
</tr>
<tr>
<td>30324</td>
<td>LOTTIE</td>
<td>CAWLEY</td>
<td>5129-8883-3214-3760</td>
<td>March-08</td>
<td>(928)</td>
</tr>
<tr>
<td>30340</td>
<td>MARY</td>
<td>ARGO</td>
<td>5338-8734-8882-2349</td>
<td>July-12</td>
<td>(614)</td>
</tr>
<tr>
<td>30341</td>
<td>LILA</td>
<td>AUDETTE</td>
<td>5498-0423-4892-3459</td>
<td>October-08</td>
<td>(318)</td>
</tr>
<tr>
<td>30342</td>
<td>NORMAN</td>
<td>DANIELS</td>
<td>4569-7643-9876-6655</td>
<td>February-09</td>
<td>(651)</td>
</tr>
<tr>
<td>3043</td>
<td>KATHRYN</td>
<td>REYES</td>
<td>4569-7643-9876-6655</td>
<td>July-10</td>
<td>(400)</td>
</tr>
<tr>
<td>3044</td>
<td>SHARON</td>
<td>PARKS</td>
<td>5498-0423-4892-3467</td>
<td>January-09</td>
<td>(325)</td>
</tr>
<tr>
<td>3045</td>
<td>DAREN</td>
<td>SCHIAVONE</td>
<td>5399-4332-9765-6648</td>
<td>July-12</td>
<td>(674)</td>
</tr>
<tr>
<td>3046</td>
<td>JOHN</td>
<td>MILLER</td>
<td>5498-0423-4892-3475</td>
<td>January-12</td>
<td>(611)</td>
</tr>
<tr>
<td>3047</td>
<td>JOHN</td>
<td>EDISON</td>
<td>4967-5666-8722-3460</td>
<td>May-08</td>
<td>(782)</td>
</tr>
<tr>
<td>3048</td>
<td>NANCY</td>
<td>DELAROSA</td>
<td>5498-0423-4892-3483</td>
<td>July-10</td>
<td>(688)</td>
</tr>
<tr>
<td>3049</td>
<td>YOLANDA</td>
<td>TAYLOR</td>
<td>5498-0423-4892-3467</td>
<td>March-08</td>
<td>(827)</td>
</tr>
<tr>
<td>3050</td>
<td>MYRTICE</td>
<td>WEST</td>
<td>5155-7883-9833-5500</td>
<td>July-12</td>
<td>(364)</td>
</tr>
<tr>
<td>3054</td>
<td>CURTIS</td>
<td>STOUT</td>
<td>5155-7883-9833-5500</td>
<td>February-09</td>
<td>(592)</td>
</tr>
<tr>
<td>3055</td>
<td>PATRICIA</td>
<td>ADAMS</td>
<td>5498-0423-4892-3491</td>
<td>July-09</td>
<td>(489)</td>
</tr>
<tr>
<td>3056</td>
<td>CYNTHIA</td>
<td>MORRELL</td>
<td>4488-8865-8383-2998</td>
<td>May-08</td>
<td>(644)</td>
</tr>
<tr>
<td>3057</td>
<td>DAISY</td>
<td>ELLIOTT</td>
<td>5399-4332-9765-6648</td>
<td>November-09</td>
<td>(515)</td>
</tr>
</tbody>
</table>
Notify user via automated email.
Empower users to self remediate.
<table>
<thead>
<tr>
<th>Product Description</th>
<th>List Price</th>
<th>State Contract Li Price</th>
<th>Discount</th>
</tr>
</thead>
<tbody>
<tr>
<td>ASA5510-BUN-K9, ASA 5510 Appliance with SW, 3FE, 3DES/DES</td>
<td>$3,495</td>
<td>$2,201.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-CSC10-K9, ASA 5510 Appl w/ CSC10, SW, 50 User AV/Spy, 1 YR Subscript</td>
<td>$7,195</td>
<td>$4,532.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-SEC-BUN-K9, ASA 5510 Security Plus Appliance with SW, HA, 5FE, 3DES/DES</td>
<td>$4,495</td>
<td>$12,083.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-K8, ASA 5510 Appliance with SW, 3FE, DES</td>
<td>$3,495</td>
<td>$2,201.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-DC-K8, ASA 5510 Appliance with DC power, SW, 3FE, DES</td>
<td>$4,495</td>
<td>$2,201.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-BUN-K9, ASA 5510 Appliance with SW, 3FE, 3DES/DES</td>
<td>$3,495</td>
<td>$2,201.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5510-SEC-BUN-K9, ASA 5510 Security Plus Appliance with SW, HA, 5FE, 3DES/DES</td>
<td>$4,495</td>
<td>$2,201.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5520-K8, ASA 5520 Appliance with SW, HA, 4GE+IFE, DES</td>
<td>$7,995</td>
<td>$5,036.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5520-DC-K8, ASA 5520 Appliance with DC power, SW, 4GE+IFE, DES</td>
<td>$9,195</td>
<td>$5,792.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5520-BUN-K9, ASA 5520 Appliance with SW, HA, 4GE+IFE, DES</td>
<td>$7,995</td>
<td>$5,036.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5540-K8, ASA 5540 Appliance with SW, HA, 4GE+IFE, DES</td>
<td>$16,995</td>
<td>$10,768.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5540-DC-K8, ASA 5540 Appliance with DC power, SW, HA, 4GE+IFE, DES</td>
<td>$18,195</td>
<td>$11,482.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5540-BUN-K9, ASA 5540 Appliance with SW, HA, 4GE+IFE, DES</td>
<td>$16,995</td>
<td>$10,768.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5550-K8, ASA 5550 Appliance with SW, HA, 8GE+IFE, DES</td>
<td>$19,995</td>
<td>$12,596.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5550-DC-K8, ASA 5550 Appliance with SW, HA, 8GE+IFE, DES</td>
<td>$21,195</td>
<td>$13,352.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5550-BUN-K9, ASA 5550 Appliance with SW, HA, 8GE+IFE, DES</td>
<td>$19,995</td>
<td>$12,596.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5500 Series Business Edition Bundles</td>
<td>$7,995</td>
<td>$5,036.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5500 Series Firewall Edition Bundles</td>
<td>$16,995</td>
<td>$10,768.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5500 Series IPS Edition Bundles</td>
<td>$19,995</td>
<td>$12,596.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5500 Series Anti-X Edition Bundles</td>
<td>$21,195</td>
<td>$13,352.85</td>
<td>37.00%</td>
</tr>
<tr>
<td>ASA5500 Series VPN Edition Bundles</td>
<td>$16,995</td>
<td>$10,768.85</td>
<td>37.00%</td>
</tr>
</tbody>
</table>

Stop it from being copied to USB. Notify User. Launch investigation.
Prevent Breach of Customer Data
Sensitive data sent via personal webmail

Block the email.
On or off the corporate network.
Additional information

• Symantec DLP product Web site:

• E-mail Chris Hagelin - Symantec
  (Chris_Hagelin@symantec.com)

• Evaluation Workshop & Demo can be arranged