The following phishing email was received by members of the Northwestern community on or around April 10, 2018, appearing to be from Northwestern. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam video](mailto:https://www.youtube.com/watch?v=example) on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: (Email address intentionally removed by Northwestern IT)
Sent: Tuesday, April 10, 2018 5:03 AM
To: (Email address intentionally removed by Northwestern IT)
Subject: Complete your password reset request (Email address intentionally removed by Northwestern IT)

Dear wanthyony

Your automated shutdown request has been approved and initiated.
If this request was made accidentally you are advised to cancel the request now

[Cancel De-activation]

If the request was an error ignore to continue.

Regards,

northwestern.edu team

2018 northwestern.edu Server