The following phishing email was received by members of the Northwestern community on or around January 10, 2013. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

From: northwestern.edu web-support [Link Intentionally Removed by NUIT]
Sent: Thursday, January 10, 2013 5:35 PM
Subject: Notice: Re-validate your email account

Dear northwestern.edu User,

Due to the recent attack of the Trojan.Flame.A. virus on our web servers. We are about to carry out maintenance on our web-mail services / account. Upon the receipt of this notice, you are required to validate your mailbox within the next 72 hours.

Failure to validate your email within this time duration, will automatically render your email account deactivated from our email database. To validate your email account, click on the web-link below or copy link on your web browser:

[Link Intentionally Removed by NUIT]

Yours in Service,
© northwestern.edu Web-mail Project Team