The following phishing email appearing to be from Microsoft Exchange was received by members of the Northwestern community on or around February 3, 2015. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

-----------------------------------------------

Sent: Feb 3, 2015 11:10 PM  
Subject: Re-Activate Your Account:

**NORTHWESTERN UNIVERSITY**

Your mailbox is almost full and out dated.

| 1.93GB | 2.01GB |

This is to inform you as our Webmail account User that our Webmail Admin server provider is currently congested, and your Mailbox is out of date. So we are deleting inactive accounts.

Please to verify your Webmail account automatically **CLICK HERE** *(URL intentionally removed by NUIT)* and fill-out the necessary requirements to automatically verify and increase your mailbox quota size.

**IMPORTANT NOTE:** You won't be able to send and receive mail messages at 1.97 GB.

ITS help desk

ADMIN TEAM