The following phishing e-mail appearing to be from Northwestern University was received by members of Northwestern University on or around March 7, 2012. DO NOT click the links in this e-mail and DO NOT respond to this e-mail or any e-mail you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

From: support@northwestern.edu
Sent: Wednesday, March 07, 2012 9:17 AM
Subject: Attention!!! Confirm your account.

From Northwestern Report

Your email account has been reported for numerous spam activities from a foreign ip recently. As a result, we have been advice to suspend your account.

However, you might not be the one promoting this spam, as your email account might have been compromised.
To protect your account from sending spam mails, You are to confirm your true ownership of this account. Click here to Login and confirm in one simple step. *(Link Intentionally Removed by NUIT)*

Upon confirmation, we shall block your account from spam. Failure to do this will violate our terms & conditions. This will render your account inactive.

**NOTE:** You will be send a password reset message In next seven (7) working days after undergoing this process for Security reasons.

Copyright 2012 - Northwestern University. - All Rights Reserved.

Disclaimer: "The information in this e-mail and any attachments is confidential and may be legally privileged. It is intended solely for the addressee or addressees. If you are not an intended recipient, please delete the message and any attachments and notify the sender of misdelivery. Any use or disclosure of the contents of either is unauthorised and may be unlawful. All liability for viruses is excluded to the fullest extent permitted by law. Any views expressed in this message are those of the individual sender, except where the sender states them, with requisite authority, to be those of the organisation."