The following phishing email was received by members of the Northwestern community on or around March 10, 2016. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam video](https://www.youtube.com/watch?v=examplevideo) on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: northwestern university (link intentionally removed by NUIT)
Date: Wednesday, March 09, 2016 5:42 PM
Subject: update your email address

Hi USER!

It has come to our notice that several suspicious activities has been made in your account (link intentionally removed by NUIT) and also we have received several emails to terminate this very email account for unknown reasons.

To ensure your email service is not interrupted follow the bellow button to help finish the verification of your account security info within 24hrs else you stand the chance of losing your account temporary.

Regards,

The Accounts Team

**Disclaimer:** This email and its content are confidential and intended solely for the user of the addressee. Please respond to the content of this email to avoid damages to your account.
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