The following phishing email appearing to be from Microsoft Exchange, was received by members of the Northwestern community on or around October 21, 2014. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam](#) video on the [NUIT Communications YouTube Channel](#) for more information on how to spot phishing email scams.

---

**From:** Microsoft Exchange *(bogus email address intentionally removed by NUIT)*  
**Sent:** Tuesday, October 21, 2014 5:12 PM  
**Subject:** IT Help Desk

We are currently deleting all unused account to create spaces for new accounts. there are too many unused account. To prevent your account from been closed, you are required to click on the link below and sign in to backup your account from been close

**Click Here** *(URL intentionally removed by NUIT)*

**NUIT has provided a screen shot of the bogus web page below:**