The following phishing email was received by members of the Northwestern community on or around November 26, 2014. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: IT Service Desk (link intentionally removed by NUIT)
Date: Wednesday, November 26, 2014 9:24 AM
Subject: Notification

Dear northwestern.edu Account User,

This is a courtesy notice from your northwestern.edu Admin Team, and it's to inform you that your email account has exceeded it's mail quota on the database server. Your email account will be blocked from sending and receiving emails if your email account is not verified within 24-48 hours.

You are advised to click the following link below and also follow the instructions to verify your account.

(link intentionally removed by NUIT)

Thanks,
northwestern.edu IT Service Desk.