The following phishing email appearing to be from the University was received by members of the Northwestern community on or around December 18, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam video](http://NUIT Communications YouTube Channel) for more information on how to spot phishing email scams.

---

**Sent:** Wed 12/18/2013 12:46 PM  
**Subject:** STAFF AND FACULTY MAILBOX MESSAGE !

---

**Sent:** Wed 12/18/2013 12:46 PM  
**To:** Willis, Sarah K  
**Subject:** STAFF AND FACULTY MAILBOX MESSAGE !

**STAFF AND FACULTY MAILBOX MESSAGE !**

![495MB 500MB](URL intentionally removed by NUIT)

Your mailbox has exceeded size limits set by administrator click on Access-Page <URL intentionally removed by NUIT> to reduce quota.

Your mailbox size is 495mb  
Mailbox size limits:500mb  
Next Mailbox Message:14/12/2014

**IMPORTANT NOTICE:** You will receive a warning when your mailbox reaches 400MB-500MB. You may not be able to send or receive new mail until you reduce your mailbox size Click on staff and Faculty members mailbox access-page to clear quota usage. <URL intentionally removed by NUIT>

You must empty the Deleted Items folder after deleting items or the space will not be freed.

See Mailbox Help for more information.
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