The following phishing email appearing to be from Microsoft was received by members of the Northwestern community on or around, August 15, 2017. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam](#) video on the [NUIT Communications YouTube Channel](#) for more information on how to spot phishing email scams.

Sent: Tuesday, August 15, 2017 3:57 PM
Subject: FW: HELP DESK - MICROSOFT ACCOUNT

Someone tried to login your account from the location below.

IP address: 213.111.11.173

If this was you, then you can safely ignore this email.
If this wasn’t you, your account has been compromised. Please follow these steps:

1. Verify Your Account
2. Learn how to make your account more secure.

To opt out or change where you receive security notifications, click here.

Thanks,
The Microsoft account team

You received this mandatory email service announcement to update you about important changes to your account.