The following phishing email was received by members of the Northwestern community on or around August 16, 2013. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

--------------------------------------------------------------------------------------------------

From: Webmail Member Service  
Sent: Friday, August 16, 2013 5:42 AM  
Subject: Log-In Alert

We detected a Login attempt with valid password to your Outlook account from an unrecognized device on Friday, Aug 16, 2013 6:46 AM WAT.

Location: Nigeria (IP=41.138.172.156)

Note: The location is based on information from your Internet service or wireless carrier provider.

Was this you? If so, you can disregard the rest of this email.

If this wasn't you, please follow the links below to protect your account information from potential future account compromise:

Click Here Now For E-mail Account Protection
The following is a screen capture of the web page linked in the phishing email received by members of the Northwestern community on or around June 13, 2013. DO NOT click on any links or open attachments and DO NOT respond to this email or any email you suspect is a phishing attempt.