The following malicious email was received by members of the Northwestern community on or around April 12, 2015. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam](#) video on the [NUIT Communications YouTube Channel](#) for more information on how to spot phishing email scams.

Sent: Sunday, April 12, 2015 at 7:29 PM
Subject: Upgrade Your Northwestern University Email Account

Email User Northwestern University
You have exceeded the storage limit for messages, it is important that you renew your Northwestern University storage for the new 10.0GB for the effective use of the new features in email.
To renew and increase overlay, you must validate your email. Without this validation, you can not send or receive new messages faster and meant lead to virus that will damage account.
Please confirm your details in the link below; (Link Intentionally Removed by NUIT)
This message is from Northwestern University E-mail Database Administrator Validation, and we are happy to serve you better.
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