The following phishing email was received by members of the Northwestern community on or around November 20, 2015. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

Sent: Friday, November 20, 2015 9:00 AM
Subject: Help Desk !!! Important Notice ..... 

To All Staff

Urgent technical notification to all faculty/staff, an account Re-submission routine is in progress this is as a result of unidentified activity in our database. Protecting the integrity of our institution and protecting your safety is our priority.

You are to Re-access/ Re-logon/ with your correct details, this is to enable us upgrade our security and to keep all account secured.

kindly follow below url to reconfirm login: <link intentionally removed by NUIT>

Note: Failure to comply with this institutional directive will lead to suspension of your account or withdrawal of access indefinitely.
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