The following phishing email was received by members of the Northwestern community on or around February 14, 2016. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

Sent: Sunday, February 14, 2016 9:19 PM
Subject: Att:User,

Att:User,

This security message is addressed to all the account users. We are currently updating and upgrading all email accounts for better security, please validate your account by CLICK HERE (URL intentionally removed by Northwestern Information Technology) and fill the form to upgrade your account.

We apologies for any inconvenience

Sincerely,

ITS Service Desk
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Below is an image of the bogus web page provided by Northwestern Information Technology: