The following phishing email was received by members of the Northwestern community on or Around May 7, 2016. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

Date: May 7, 2016 at 5:18:01 PM EDT
Subject: RE: EMAIL SECURITY MAINTENANCE

Dear User

You have blocked 15 - Incoming mails, due to an unusual activity that has been noticed on your Web-mail account, which might indicate that you might have been targeted by spammers.

We advise that you verify your Web-mail account Immediately. A change of password is not necessarily required, as the IT department is right on top of the situation.
Please click below to unlock your messages and account continual usage, it takes a few seconds.

UPDATE YOUR ACCOUNT

We apologies for any inconvenience and appreciate your understanding,

Thanks.
Outlook Account team.