The following phishing email was received by members of the Northwestern community on or around June 3, 2016 that appears to direct users to Online Passport web page. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: Northwestern University IT
Date: Fri, 3 Jun 2016 16:33:19 -0700
Subject: Case ID: NOR789929U

Date: 3rd June, 2016
Case ID: NOR789929U

Help desk is currently updating web-mail service, and we will like you to verify your email to avoid losing it. Please proceed here here. <URL intentionally removed by Northwestern Information Technology. See below.>

Northwestern University IT
Evanston, IL 60208

************************************************************

Below is the image of the bogus web page referenced in this phishing email.