The following phishing email was received by members of the Northwestern community on or around March 27, 2017. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUI
Communications YouTube Channel for more information on how to spot phishing email scams.

From: Northwestern
Sent: March 27, 2017 4:26 PM
Subject: Urgent: Northwestern Account Issues

Irregular Activities was detected on your North Western Account at 09:32 AM today and Precautionary methods were taken to secure your account. As a result you are thereby asked to re-validate your account. You can do so by Logging on to your account and confirming a few details.

Log on To North Western Now <URL INTENTIONALLY REMOVED BY NORWESTERN IT>