The following phishing email was received by members of the Northwestern community on or around April 3, 2017. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

---

From: Northwestern  
Sent: April 03, 2017 4:26 PM  
Subject: Urgent: Northwestern Account Issues

Warning: Suspicious activities was detected on your Northwestern account and precautionary methods has been applied, as a result you would be unable to send and receive any more emails until you confirm a few details. Confirm Your Northwestern Account Now [http://northwestern.com/](http://northwestern.com/)

Please note this URL used two t’s.