The following phishing email was received by members of the Northwestern community on or around May 24, 2017 that includes a link that mocks the Northwestern Online Passport page.

DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

From: Library Services
Date: Wed, May 24, 2017 at 12:17 PM
Subject: Library Account

Dear Library Member,

You need to reactivate your account, your access to your library account is expiring soon due to inactivity. For this purpose, click the web address below or copy and paste it into your web browser. A successful login will activate your account and you will be redirected to your library profile.

If you are not able to login, please contact Sarah Miller at (EMAIL ADDRESS INTENTIONALLY REMOVED BY NORTHWESTERN IT) for immediate assistance.

(URL INTENTIONALLY REMOVED BY NORTHWESTERN IT)