The following phishing email was received by members of the Northwestern community on or around June 14, 2017. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

All links in the below phishing email have been intentionally removed by Northwestern Information Technology.

Subject: Urgent: Suspicious Activities detected

Date: June 14, 2017 at 10:15:06 AM CDT