The following phishing email was received by members of the Northwestern community on or around September 18, 2017. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.  

Date: September 15, 2017 at 5:30:43 PM CDT

To: Undisclosed recipients;

Subject: Email quota maintenance

Dear User

Your email account mailbox requires immediate update. (Reason: Quarterly quota maintenance).

To update your email account, please CLICK HERE immediately for reactivation of your web-mail Account.

Regards

Admin Help Desk