The following phishing email was received by members of the Northwestern community on or around May 30, 2018, appearing to be from Northwestern University. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

-------------------------------------------------------------------------------------------------------

From: (Name intentionally removed by Northwestern IT)
Sent: Wednesday, May 30, 2018
Subject: Outlook update.

All Staff and Students are expected to migrate to the New 2018 Microsoft Outlook Web portal to access the below, click here to migrate.

- Access the new staff directory
- Access your pay slips and P60s
- Update your ID photo
- E-mail and Calendar Flexibility
- Connect mobile number to e-mail for voice mail

Important notice: All staffs and students are expected to migrate within 24 hours to avoid delay on mail delivery.

On behalf of IT Support. This is a group email account and it's been monitored 24/7, therefore, please do not ignore this notification, because it's very compulsory.

Sincerely.
Admin Team.