The following phishing email was received by members of the Northwestern community on or around July 30, 2018, appearing to be from Microsoft Outlook. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

-------------------------------------------------------------------------------------------------------

From: (email address intentionally removed by Northwestern IT)
Subject: RE: System Scan Update
Date: Monday, July 30, 2018 at 9:27 AM
To: (email address intentionally removed by Northwestern IT)

System has detected malicious files on your webmail server. Kindly Click Log Out Here to complete scan and keep your files safe.

Regards