The following phishing email was received by members of the Northwestern community on or around October 24, 2018, appearing to be from Keystone Human Services through Mimecast. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam video](https://www.nuitcommunications.com/youtube) on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

The phishing message contains three screens.

---

**From:** (email address intentionally removed by Northwestern IT)

**Sent:** Tue, 23 Oct 2018, 14:58:31 +0000

**To:**

**Subject:** Welcome to Keystone Secure Email
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