The following phishing email was received by members of the Northwestern community on or around November 14, 2018, appearing to be from Northwestern University. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern will never ask for personally identifiable information.

Please check out the [How to Identify a Fraudulent Email Scam video](https://www.nuitcommunications.com/videos) on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

The message below contains an image as an attachment in the email.

From: (email address intentionally removed by Northwestern IT)
Sent: Wednesday, November 14, 2018 8:27 AM
Subject: Acceptable use violation detected.

![Image of Northwestern University logo](image)

**Acceptable use violation detected**

Our automated abuse prevention system, Omnicore, has reviewed your account. However, it detected content and actions which either conflict with our Acceptable Use Policy, or present significant risk to our deliverability.

The account is under maintenance. You may login now to export and back up your account data, download reports, or close your account permanently.

[Verify]

Thank you for doing business with us.

Sincerely,

Northwestern Staff