The following phishing email was received by members of the Northwestern community on or around October 16, 2019, appearing to be from Information Technology. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

---

From: "<IT@web.edu> Information Technology" <k_takada@surg2.med.kyushu-u.ac.jp>

Date: Tuesday, October 15, 2019 at 4:05 PM

To: "info@web.com" <info@web.com>

Subject: Password Check Required Immediately

Dear Staff,

As part of ongoing efforts to maintain regulatory compliance we have updated our password policy and we need everyone to check their password immediately to ensure that it meets our Minimum Security Requirements.

Please click here to do that:

Check Password

Please do this right away.

Thanks!

Information Technology