The following phishing email was received by members of the Northwestern community on or around April 5, 2020 appearing to be from Northwestern University. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

-------------------------------------------------------------------------------------------------------

From: (intentionally removed by Northwestern IT)
Sent: Sun, Apr 5, 2020 at 5:28 PM
To: ...@northwestern.edu (intentionally removed by Northwestern IT)
Subject:

Dear,

Your activation ticket 11021 has been processed. If you would like to review the full details of this ticket, select 11021.

https://urldefense.com/v3/__http://collaborate.northwestern.com.support.adventkjkt.or.id/northwestern.edu__;!!Dq0XZDKhFhyF93HkjWTBQKhk!HCey3X7Rk2n982CjlWpS1OZvCWLUKt_wb3YaoH68Xo6jeqFz1016gR6rCQCjHkCdfuF$

Thanks,
Northwestern
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