The following phishing email was received by members of the Northwestern community on or around May 22, 2019. DO NOT click on any links or open any attachments and DO NOT respond to this email or any email you suspect is a phishing attempt. As a reminder, Northwestern University will never ask for personally identifiable information.

Please check out the How to Identify a Fraudulent Email Scam video on the NUIT Communications YouTube Channel for more information on how to spot phishing email scams.

-------------------------------------------------------------------------------------------------------

From: automigrate@Northwestern.edu <admin@schpotteredu.com>
Sent: Wednesday, May 22, 2019 2:08 AM
Subject: NetID Migration Notice

Dear University of Northwestern student,

You're receiving this email because you have a University of Northwestern email account. We're writing to let you know that the Net account is moving all student email accounts from on-campus hardware and software to the cloud-based service.

Click on the like below to to update your Net account(ONLINE PASSPORT)

<URL INTENTIONALLY REMOVED BY NORTHWESTERN IT>

However, you will be directed to the cloud-based service screen shown below.

Currently, when you access Net account (ONLINE PASSPORT) via a web browser, the login screen looks like this:
Enter your University of Northwestern NetID and NeT password then hit "Enter", or select "Sign In."

At this point you will be taken to your Net account (ONLINE PASSPORT) account in cloud-based.

If you have any problems logging in to your email account on cloud-based, please contact the Help Desk.